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1. Overall Description:

SA2 would like to inform SA3 that started the normative work related to the support of emergency services for VoLTE over WLAN for both trusted and untrusted. The normative work for Untrusted WLAN is already included in TS 23.402 version 14.0.0 while the normative CRs for Trusted WLAN has been approved at this current SA2 meeting. 

SA2 would like to point out to SA3 that in order to support ES for UE without valid IMSI or without IMSI, SA2 has approved the following specification which requires to consider improvements  in TS 33.402 by SA3:

· For untrusted WLAN, the IKEv2 and EAP-AKA shall be improved as described in  Initial attach for S2b (clause 7.2.5) in particular considering the following:

· the UE provides indication that EPC access is for emergency service to the 3GPP AAA server
· The UE provides in IKE_AUTH message to ePDG the identity defines in clause 4.6.3

· If the UE is not provided with IMSI, the UE provides an identity based on IMEI that if network supports unauthenticated ES, it shall be accepted. 
· If configured by operator policy, The 3GPP AAA server shall accept authentication request from a UE with invalid IMSI for ES purpose. 

· For Trusted WLAN the EAP-AKA’  shall be improved as described in Initial attach for S2a (see attach CR) in particular considering the following:

· If the UE is not provided with IMSI, the UE provides an identity based on IMEI that if network supports unauthenticated ES, it shall be accepted. 
· If configured by operator policy, The 3GPP AAA server shall accept authentication request from a UE with invalid IMSI for ES purpose. 

For Trusted WLAN, SA2 noted that current MSK key is generated from IMSI, so in case of UE attaching with IMEI for ES purpose  this procedure is not applicable.
2. Actions:

To  SA3  group.

ACTION: SA2 kindly asks SA3 to take into account SA2 specification related to support of Emergency Service for unauthenticated UE and for UE without valid IMSI for Trusted and Untrusted WLAN.

3. Date of Next TSG-??? Meetings:

TSG-SA2 Meeting #116-bis  29th Aug – 2nd Sept 2026
Sanya,China.

TSG-SA2 Meeting #117
17th – 21th October 2001
Kaohsiung city, Taiwan.
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